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Question 1
Question Type: MultipleChoice

Can the EPM Set Administrator configure Audit Dialog Pop-ups for the Record Audit Video option?

Options: 
A- Yes, when Audit Video recording started, when Audit Video recording stopped, and when Audit Recording video reached size limit.

B- Yes, when Audit Video recording started, when not enough disk space to start the video recording, and when video recording is

initializing.

C- Yes, when Audit Video recording started, when Audit Video recording is uploaded to the EPM server, and when audit recording

cannot be initialized.

D- No, Audit Video is only available without the possibility of having End-User dialog pop-ups.

Answer: 
D

Question 2



Question Type: MultipleChoice

What is required to configure SAML authentication on EPM?

Options: 
A- OAuth token

B- Signed Authentication Request

C- Encrypted Assertion

D- Signed SAML Response

Answer: 
D

Question 3
Question Type: MultipleChoice

An EPM Administrator is looking to enable the Threat Deception feature, under what section should the EPM Administrator go to enable

this feature?



Options: 
A- Threat Protection Inbox

B- Policies

C- Threat Intelligence

D- Policy Audit

Answer: 
B

Question 4
Question Type: MultipleChoice

On the Default Policies page, what are the names of policies that can be set as soon as EPM is deployed?

Options: 



A- Privilege Escalation, Privilege Management, Application Management

B- Privilege Management, Application Control, Threat analysis

C- Privilege Management, Threat Protection, Application Escalation Control

D- Privilege Management, Privilege Threat Protection, Local Privileged Accounts Management

Answer: 
D

Question 5
Question Type: MultipleChoice

How does a Trusted Source policy affect an application?

Options: 
A- Applications will be allowed to run and will only elevate if required.

B- Applications will be allowed to run and will inherit the process token from the EPM agent.

C- Applications will be allowed to run always in elevated mode.



D- Application from the defined trusted sources must be configured on a per application basis, in order to define run and elevation

parameters.

Answer: 
D

Question 6
Question Type: MultipleChoice

What are valid policy options for JIT and elevation policies?

Options: 
A- Grant temporary access for all users, Policy name, Restart administrative processes in admin approval mode, Collect audit

information

B- Grant temporary access for, Policy name, Terminate administrative processes when the policy expires, Collect audit information

C- Grant administrative access, Policy name, Log off to apply policy, Collect policy violation information

D- Terminate administrative services, Grant policy access for, Policy name, Collect audit reports



Answer: 
C
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