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Question 1
Question Type: MultipleChoice

Which of the following Acts enacted in United States allows the FBI to issue National SecurityLetters (NSLs) to Internet service providers

(ISPs) ordering them to disclose records about theircustomers?

Options: 
A- Electronic Communications Privacy Act of 1986

B- Economic Espionage Act of 1996

C- Computer Fraud and Abuse Act

D- Wiretap Act

Answer: 
A

Question 2
Question Type: MultipleChoice



You work as a security manager for Qualxiss Inc. Your Company involves OODA loop for resolvingand deciding over company issues.

You have detected a security breach issue in your company.Which of the following procedures regarding the breach is involved in the

observe phase of theOODA loop?

Options: 
A- Follow the company security guidelines.

B- Decide an activity based on a hypothesis.

C- Implement an action practically as policies.

D- Consider previous experiences of security breaches.

Answer: 
A

Question 3
Question Type: MultipleChoice

You have successfully installed an IRM server into your environment. This IRM server will be utilized to protect the company's videos,

which are available to all employees but contain sensitive data. You log on to the WSS 3.0 server with administrator permissions and



navigate to the Operations section. What option should you now choose so that you can input the RMS server name for the WSS 3.0

server to use?

Options: 
A- Self-service site management

B- Content databases

C- Information Rights Management

D- Define managed paths

Answer: 
C

Question 4
Question Type: MultipleChoice

Your company is covered under a liability insurance policy, which provides various liabilitycoverage for information security risks,

including any physical damage of assets, hacking attacks,etc. Which of the following risk management techniques is your company

using?



Options: 
A- Risk acceptance

B- Risk transfer

C- Risk avoidance

D- Risk mitigation

Answer: 
B

Question 5
Question Type: MultipleChoice

Security is a state of well-being of information and infrastructures in which the possibilities of

successful yet undetected theft, tampering, and/or disruption of information and services are kept low or tolerable. Which of the following

are the elements of security? Each correct answer represents a complete solution. Choose all that apply.



Options: 
A- Confidentiality

B- Authenticity

C- Availability

D- Integrity

Answer: 
A, B, C, D

Question 6
Question Type: MultipleChoice

Rick works as a Network Administrator for Fimbry Hardware Inc. Based on the case study, which network routing strategy will he

implement for the company? (Click the Exhibit button on the toolbar to see the case study.)

Options: 
A- He will implement OSPF on all the router interfaces.



B- He will implement RIP v1 on all the router interfaces.

C- He will implement the IGMP on all the router interface.

D- He will implement RIP v2 on all the router interfaces.

E- He will implement static routes for the routers.

Answer: 
E

Question 7
Question Type: MultipleChoice

You work as a Network Administrator for Infonet Inc. The company has a Windows Server 2008 Active Directory domain-based network.

The network has three Windows Server 2008 member servers and 150 Windows Vista client computers. According to the company's

security policy, you want to apply Windows firewall setting to all the computers in the domain to improve security. Which of the following

is the fastest and the most effective way to accomplish the task?

Options: 



A- Use group policy to apply firewall settings.

B- Apply firewall settings on the domain controller of the domain.

C- Apply firewall settings manually.

D- Use a batch file to apply firewall setting.

Answer: 
A

Question 8
Question Type: MultipleChoice

You are a Consumer Support Technician. You are helping a user troubleshoot computer-related issues. While troubleshooting the user's

computer, you find a malicious program similar to a virus or worm. The program negatively affects the privacy and security of the

computer and is capable of damaging the computer. Which of the following alert levels of Windows Defender is set for this program?

Options: 
A- Low



B- High

C- Severe

D- Medium

Answer: 
C

Question 9
Question Type: MultipleChoice

You work as a Network Administrator for Net World Inc. The company has a TCP/IP-based network. You have configured an Internet

access router on the network. A user complains that he is unable to access a resource on the Web. You know that a bad NAT table

entry is causing the issue. You decide to clear all the entries on the table. Which of the following commands will you use?

Options: 
A- show ip dhcp binding

B- ipconfig /flushdns



C- ipconfig /all

D- clear ip nat translation *

Answer: 
D

Question 10
Question Type: MultipleChoice

Mark is implementing security on his e-commerce site. He wants to ensure that a customer sending a message is really the one he

claims to be. Which of the following techniques will he use to ensure this?

Options: 
A- Packet filtering

B- Authentication

C- Firewall

D- Digital signature



Answer: 
D
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