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Question 1
Question Type: MultipleChoice

You have a Microsoft 365 tenant.

A partner company has an email domain named contoso.com.

You need to prevent out-of-office replies from being sent to contoso.com.

What should you create?

Options: 
A- a rule

B- a connector

C- a remote domain

D- an organization relationship

Answer: 
C



Question 2
Question Type: MultipleChoice

Your company has three main offices and one branch office. The branch office is used for research.

The company plans to implement a Microsoft 365 tenant and to deploy multi-factor authentication.

You need to recommend a Microsoft 365 solution to ensure that multi-factor authentication is enforced only for users in the branch office

What should you include in the recommendation?

Options: 
A- Azure AD password protection

B- a Microsoft Endpoint Manager Device compliance policy

C- Azure AD conditional access

D- a Microsoft Endpoint Manager Device configuration profile

Answer: 
B



Question 3
Question Type: MultipleChoice

You have a Microsoft 365 subscription

You have an Azure AD tenant that contains the users shown in the following table.

You configure Tenant properties as shown in the following exhibit

Which users will be contacted by Microsoft if the tenant experiences a data breach?



Options: 
A- User1 only

B- User2 only

C- User3 only

D- User1 and User2 only

E- User2 and User3 only

Answer: 
A

Question 4
Question Type: MultipleChoice

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique

solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a

correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.



Your company plans to deploy several Microsoft Office 365 services.

You need to design an authentication strategy for the planned deployment. The solution must meet the following requirements:

* Users must be able to authenticate during business hours only.

* Authentication requests must be processed successfully if a single server fails.

* When the password for an on-premises user account expires, the new password must be enforced the next time the user signs in.

* Users who connect to Office 365 services from domain-joined devices that are connected to the internal network must be signed in

automatically.

Solution: You design an authentication strategy that uses password hash synchronization and seamless SSO. The solution contains two

servers that have an Authentication Agent installed.

Options: 
A- Yes

B- No

Answer: 
B



Question 5
Question Type: MultipleChoice

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique

solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a

correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your company plans to deploy several Microsoft Office 365 services.

You need to design an authentication strategy for the planned deployment. The solution must meet the following requirements:

* Users must be able to authenticate during business hours only.

* Authentication requests must be processed successfully if a single server fails.

* When the password for an on-premises user account expires, the new password must be enforced the next time the user signs in.

* Users who connect to Office 365 services from domain-joined devices that are connected to the internal network must be signed in

automatically.

Solution: You design an authentication strategy that uses password hash synchronization and seamless SSO. The solution contains two

servers that have an Authentication Agent installed.



Does this meet the goal?

Options: 
A- Yes

B- No

Answer: 
B

Explanation: 

https://docs.microsoft.com/en-us/azure/security/azure-ad-choose-authn

Question 6
Question Type: MultipleChoice

https://docs.microsoft.com/en-us/azure/security/azure-ad-choose-authn


Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique

solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a

correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your company plans to deploy several Microsoft Office 365 services.

You need to design an authentication strategy for the planned deployment. The solution must meet the following requirements:

* Users must be able to authenticate during business hours only.

* Authentication requests must be processed successfully if a single server fails.

* When the password for an on-premises user account expires, the new password must be enforced the next time the user signs in.

* Users who connect to Office 365 services from domain-joined devices that are connected to the internal network must be signed in

automatically.

Solution: You design an authentication strategy that contains a pass-through authentication model. The solution contains two servers

that have an Authentication Agent installed and password hash synchronization configured.

Does this meet the goal?

Options: 



A- Yes

B- No

Answer: 
B

Explanation: 
This solution meets the following goals:

Users must be able to authenticate during business hours only.

Authentication requests must be processed successfully if a single server fails.

When the password for an on-premises user account expires, the new password must be enforced the next time the user signs in.

However, the following goal is not met:

Users who connect to Office 365 services from domain-joined devices that are connected to the internal network must be signed in

automatically.

You would need to configure Single-sign on (SSO) to meet the last requirement.

https://docs.microsoft.com/en-us/azure/security/azure-ad-choose-authn

https://docs.microsoft.com/en-us/azure/security/azure-ad-choose-authn


Question 7
Question Type: MultipleChoice

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique

solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a

correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your company plans to deploy several Microsoft Office 365 services.

You need to design an authentication strategy for the planned deployment. The solution must meet the following requirements:

* Users must be able to authenticate during business hours only.

* Authentication requests must be processed successfully if a single server fails.

* When the password for an on-premises user account expires, the new password must be enforced the next time the user signs in.

* Users who connect to Office 365 services from domain-joined devices that are connected to the internal network must be signed in

automatically.

Solution: You design an authentication strategy that contains a pass-through authentication model. You install an Authentication Agent

on three servers and configure seamless SSO.



Does this meet the goal?

Options: 
A- Yes

B- No

Answer: 
A

Explanation: 
This solution meets all the requirements:

Users must be able to authenticate during business hours only. (This can be configured by using Logon Hours in Active Directory. Pass-

through authentication passes authentication to the on-premise Active Directory)

Authentication requests must be processed successfully if a single server fails. (We have Authentication Agents running on three

servers)

When the password for an on-premises user account expires, the new password must be enforced the next time the user signs in. (This

can be configured in Active Directory. Pass-through authentication passes authentication to the on-premise Active Directory)



Users who connect to Office 365 services from domain-joined devices that are connected to the internal network must be signed in

automatically. (This goal is met by seamless SSO)

https://docs.microsoft.com/en-us/azure/security/azure-ad-choose-authn

Question 8
Question Type: MultipleChoice

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique

solution that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a

correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your company has a Microsoft Office 365 tenant.

You suspect that several Office 365 features were recently updated.

You need to view a list of the features that were recently updated in the tenant.

Solution: You use Reports from the Microsoft 365 compliance center.

https://docs.microsoft.com/en-us/azure/security/azure-ad-choose-authn


Does this meet the goal?

Options: 
A- Yes

B- No

Answer: 
B

Question 9
Question Type: MultipleChoice

Your network contains an on-premises Active Directory domain named conioso.com.

for all user accounts, the Logon Hours settings are configured to prevent sign-ins outside of business hours

You plan to sync contoso.com to an Azure Active Directory (Azure AD) tenant

You need to recommend a solution to ensure that the logon hour restrictions apply when synced users sign in to Azure AD.



What should you include in the recommendation?

Options: 
A- conditional access policies

B- password synchronization

C- pass-Through authentication

D- Azure AD identity Protection policies

Answer: 
D

Question 10
Question Type: MultipleChoice

You are developing a new application named App1 that uses the Microsoft identity platform to authenticate to Azure Active Directory

(Azure AD).

Currently, App1 can read user profile information.



You need to allow App1 to read the user's calendar.

Solution: Add https: //graph.windows.net/user, read to the list of scopes during the initial login request

Does this meet the goal?

Options: 
A- Yes

B- No

Answer: 
B

Question 11
Question Type: MultipleChoice

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your company has a Microsoft 365 tenant.



You suspect that several Office 365 features were recently updated.

You need to view a list of the features that were recently updated in the tenant

Solution: You review the Product Feedback in the Microsoft 365 admin center

Does this meet the goal?

Options: 
A- Yes

B- No

Answer: 
A

Question 12
Question Type: MultipleChoice

You have a Microsoft 365 E5 subscription that uses Microsoft Intune.



You need to access service health alerts from a mobile phone. What should you use?

Options: 
A- the Microsoft Authenticator app

B- the Intune app

C- the Microsoft 365 Admin mobile app

D- Intune Company Portal

Answer: 
A
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