
Free Questions for 250-428 by go4braindumps

Shared by Odonnell on 12-12-2023

For More Free Questions and Preparation Resources

Check the Links on Last Page



Question 1
Question Type: MultipleChoice

An organization has several remote location with minimum bandwidth and would like to use a content distribution method that does NOT

involve configuring as internal LiveUpdate server.

What content distribution method should be utilized?

Options: 
A- External LiveUpdate

B- Management Server

C- Intelligent Updater

D- Group Update Provider

Answer: 
D

Question 2



Question Type: MultipleChoice

Which client log shows that a client is downloading content from its designated source?

Options: 
A- Log.LiveUpdate

B- System Log

C- Risk Log

D- SesmLu.log

Answer: 
B

Question 3
Question Type: MultipleChoice

Which protection technology can detect botnet command and control traffic generated on the Symantec Endpoint Protection client

machine?



Options: 
A- Intrusion Prevention

B- Insight

C- Risk Tracer

D- SONAR

Answer: 
A

Question 4
Question Type: MultipleChoice

A company needs to configure an Application and Device Control policy to block read/write access to all USB removable media on its

Symantec Endpoint Protection (SEP) systems.

Which tool should an administrator use to format the GUID and device IDs as required by SEP?



Options: 
A- CheckSum.exe

B- DeviceTree.exe

C- TaskMgr.exe

D- DevViewer.exe

Answer: 
D

Question 5
Question Type: MultipleChoice

You have executed the vxdg -g diskgroup adddisk disk_name= command.

Which switch needs to be added to force VxVM to take the disk media name of the failed disk and assign it to the new replacement disk?

Options: 



A- -force

B- -k

C- -f

D- -assign

Answer: 
C

Question 6
Question Type: MultipleChoice

A system running Symantec Endpoint Protection is assigned to a group with client user interface control settings set to mixed mode with

Auto-Protect options set to Client. The user on the system is unable to turn off Auto-Protect.

What is the likely cause of this problem?

Options: 
A- Tamper protection is enabled.



B- System Lockdown is enabled.

C- Application and Device Control is configured.

D- The padlock on the enable Auto-Protect option is locked.

Answer: 
D

Question 7
Question Type: MultipleChoice

Where in the Symantec Endpoint Protection (SEP) management console will a SEP administrator find the option to allow all users to

enable and disable the client firewall?

Options: 
A- Client User Interface Control Settings

B- Overview in Firewall Policy

C- Settings in Intrusion Prevention Policy



D- System Lockdown in Group Policy

Answer: 
A

Question 8
Question Type: MultipleChoice

Which tool should an administrator use to discover and deploy the Symantec Endpoint Protection client to new computers?

Options: 
A- Unmanaged Detector

B- Client Deployment Wizard

C- Communication Update Package Deployment

D- Symantec Endpoint Discovery Tool

Answer: 



B

Question 9
Question Type: MultipleChoice

Refer to the exhibit.

A manufacturing company runs three shifts at their Bristol Sales office. These employees currently share desktops in the B_Desktops

group. The administrators need to apply different policies/configurations for each shift.



Which step should the administrator take in order to implement shift policies after switching the clients to user mode?

Options: 
A- create three shift policies for the Bristol group

B- create a group for each shift of users in the Bristol group

C- turn on inheritance for all groups in England

D- turn on Active Directory integration

E- modify the B_Desktops policy

Answer: 
B

Question 10
Question Type: MultipleChoice

Administrators at a company share a single terminal for configuring Symantec Endpoint Protection. The administrators want to ensure

that each administrator using the console is forced to authenticate using their individual credentials. They are concerned that

administrators may forget to log off the terminal, which would easily allow others to gain access to the Symantec Endpoint Protection



Manager (SEPM) console.

Which setting should the administrator disable to minimize the risk of non-authorized users logging into the SEPM console?

Options: 
A- allow users to save credentials when logging on

B- delete clients that have not connected for specified time

C- lock account after the specified number of unsuccessful logon attempts

D- allow administrators to reset the passwords

Answer: 
A

Question 11
Question Type: MultipleChoice

A large-scale virus attack is occurring and a notification condition is configured to send an email whenever viruses infect five computers

on the network. A Symantec Endpoint Protection administrator has set a one hour damper period for that notification condition.



How many notifications does the administrator receive after 30 computers are infected in two hours?

Options: 
A- 1

B- 2

C- 6

D- 15

Answer: 
B
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