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Question 1
Question Type: MultipleChoice

Which two areas require secure access? (Choose two.)

Options: 
A- Workflow

B- Workspace

C- Workforce

D- Worktable

E- Workloads

Answer: 
C, E

Question 2
Question Type: MultipleChoice



Which two attack vectors are protected by Remote Access VPN? (Choose two.)

Options: 
A- Cloud

B- Campus & Branch

C- Voicemail

D- Mobile

E- Email

Answer: 
B, D

Question 3
Question Type: MultipleChoice

What are two factors that influence customer loT conversations'? (Choose two)



Options: 
A- Maturity

B- Detection

C- Motivation

D- Protection

E- Prevention

Answer: 
A, C

Question 4
Question Type: MultipleChoice

Which two attack vectors are protected by Visibility and Enforcement? (Choose two.)

Options: 



A- Mobile

B- Cloud

C- Email

D- Web

E- Endpoints

Answer: 
A, E

Question 5
Question Type: MultipleChoice

Where do you start to achieve true network visibility?

Options: 
A- Branches

B- Fabric Level



C- OT

D- IT

Answer: 
B

Question 6
Question Type: MultipleChoice

What are two steps customers can take to evolve to a trust-centric security philosophy?

(Choose two.)

Options: 
A- Limit internal access to networks.

B- Require and install agents on mobile devices.

C- Always verify and never trust everything inside and outside the perimeter.



D- Block BYOD devices.

E- Only grant access to authorized users and devices.

Answer: 
C, E

Question 7
Question Type: MultipleChoice

What are two key Cisco loT use cases? (Choose two.)

Options: 
A- Mobile Utilities

B- Financial Institutions

C- Parks and Recreation

D- Industrial Security

E- Connected Health



Answer: 
D, E

Question 8
Question Type: MultipleChoice

Which two products are involved in granting safe access to apps? (Choose two.)

Options: 
A- ACI

B- Identify Services Engine

C- TrustSec

D- Duo

E- SD-Access

Answer: 
B, D



Question 9
Question Type: MultipleChoice

Which are two reasons perimeter-based network security is no longer sufficient? (Choose

two )

Options: 
A- more vulnerabilities

B- more IT professionals

C- more networks

D- more devices

E- more users

Answer: 
D, E

Question 10



Question Type: MultipleChoice

Which two security risks are created by legacy approaches to networking? (Choose two.)

Options: 
A- network downtime

B- user vulnerability

C- access points

D- slow containment

E- large attack surface

Answer: 
D, E

Question 11
Question Type: MultipleChoice

What are two of the key benefits of the Opportunity Incentive Program? (Choose two.)



Options: 
A- Supports a focus on the customer lifecycle

B- Facilitates rapid quoting to decrease time to market

C- Incentivizes partner-driven opportunity creation efforts

D- Reinforces partner demand-generation capabilities

E- Strengthens customer success management

Answer: 
B, D
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