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Question 1
Question Type: MultipleChoice

Which statement is true about the Endpoint Profiler? (Select two.)

Options: 
A- The Endpoint Profiler uses DHCP fingerprinting for device categorization.

B- Data obtained from the Endpoint Profiler can be used in Enforcement Policy.

C- Endpoint Profiler requires a profiling license.

D- The Endpoint Profiler requires the Onboard license to be enabled.

E- The Endpoint Profiler can only categorize laptops and desktops.

Answer: 
A, B

Question 2
Question Type: MultipleChoice



Refer to the exhibit.

Based on the Enforcement Policy configuration, when a user with Role Engineer connects to the network and the posture token

assigned is Unknown, which Enforcement Profile will be applied?



Options: 
A- EMPLOYEE_VLAN

B- RestrictedACL

C- Deny Access Profile

D- HR VLAN

E- Remote Employee ACL

Answer: 
C

Question 3
Question Type: MultipleChoice

Refer to the exhibit.



Based on the configuration of me create_user form shown, which statement accurately describes the status?



Options: 
A- The email field will be visible to guest users when they access the web login page.

B- The visitor_company field will be visible to operators creating the account.

C- The visitor_company field will be visible to the guest users when they access the web login page.

D- The visitor_phone field will be visible to the guest users in the web login page.

E- The visitor_phone field will be visible to operators creating the account.

Answer: 
A

Question 4
Question Type: MultipleChoice

Refer to the exhibit.



Based on the configuration for the client's certificate private key as shown, which statements accurately describe the settings? (Select

two.)

Options: 
A- More bits in the private key will increase security.

B- The private key for TLS client certificates is not created.

C- The private key is stored in the ClearPass server.

D- More bits in the private key will reduce security.

E- The private key is stored in the user device.



Answer: 
A, E

Question 5
Question Type: MultipleChoice

Refer to the exhibit.



An employee connects a corporate laptop to the network and authenticates for the first time using EAP-TLS. Based on the Enforcement

Policy configuration shown, which Enforcement Profile wilt be sent?

Options: 
A- Deny Access Profile



B- Onboard Post-Provisioning - Aruba

C- Onboard Device Repository

D- Onboard Pre-Provisioning - Aruba

Answer: 
D

Question 6
Question Type: MultipleChoice

Refer to the exhibit.



An Enforcement Profile has been created in the Policy Manager as shown. Which action will ClearPass take based on this Enforcement

Profile?

Options: 
A- ClearPass will count down 600 seconds and send a RADIUS CoA message to the user to end the user's session after this time is up.

B- ClearPass will send the Session-Timeout attribute in the RADIUS Access-Accept packet to the NAD and the NAD will end the user's

session after 600 seconds.

C- ClearPass will count down 600 seconds and send a RADIUS CoA message to the NAD to end the user's session after this time is up.

D- ClearPass will send the Session-Timeout attribute in the RADIUS Access-Request packet to the NAD and the NAD will end the user's

session after 600 seconds.

E- ClearPass will send the Session-Timeout attribute in the RADIUS Access-Accept packet to the User and the user's session will be

terminated after 600 seconds.



Answer: 
B

Question 7
Question Type: MultipleChoice

Refer to the exhibit.



Controllers are configured m a cluster as shown in the exhibit. These are the network details.

* A Mobility Master (MM) manages the cluster.

* The cluster contains two controllers: C l and C2.

* API and AP2 use CI as their Active AP Anchor Controller (A-AAC). with C2 as their Standby AAC (S-AAC).

* AP3 and AP4 use C2 as their A-AAC, with CI as their S-AAC.



User1 establishes a wireless connection via API, where the Active User Anchor Controller (A-UAC) assigned is CI. with C2 as the

standby. What happens when User I roams the wireless network and eventually their session is handled by AP3?

Options: 
A- The AP3's A-AAC switches to C1, and the user's A-UAC remains on C1.

B- The AP3's A-AAC switches to C2, and the user's A-UAC remains on C2.

C- The AP3's A-AAC switches to C1, and the user's A-UAC remains on C2.

D- The AP3's A-AAC switches to C2, and the user's A-UAC remains on C1.

Answer: 
B

Question 8
Question Type: MultipleChoice

Which ArubaOS CLl command can an administrator execute to determine if AP load balancing is enabled in a cluster?



Options: 
A- show switches

B- show lc-cluster group-membership

C- show aaa cluster essid

D- show ap active

Answer: 
B

Question 9
Question Type: MultipleChoice

An administrator needs to authenticate users connected to an ArubaOS Switch where the switch authenticates the user, assigns the

firewall policies to the user, and processes some of the users' traffic. Which connection method should the administrator configure on the

ArubaOS-Switch?

Options: 



A- Per-user tunneled node

B- Split-tunneled mode

C- Per-port tunneled node

D- VLAN tunneled mode

Answer: 
C
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