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Question 1
Question Type: MultipleChoice

Which implementation is best suited for a deployment that must meet compliance criteria?

Options: 
A- SSL Inspection with FortiWeb in Transparency mode

B- SSL Offloading with FortiWeb in reverse proxy mode

C- SSL Inspection with FrotiWeb in Reverse Proxy mode

D- SSL Offloading with FortiWeb in Transparency Mode

Answer: 
C

Question 2
Question Type: MultipleChoice



In Reverse proxy mode, how does FortiWeb handle traffic that does not match any defined policies?

Options: 
A- Non-matching traffic is allowed

B- non-Matching traffic is held in buffer

C- Non-matching traffic is Denied

D- Non-matching traffic is rerouted to FortiGate

Answer: 
C

Question 3
Question Type: MultipleChoice

You are using HTTP content routing on FortiWeb. Requests for web app A should be forwarded to a cluster of web servers which all

host the same web app. Requests for web app B should be forwarded to a different, single web server.

Which is true about the solution?



Options: 
A- Static or policy-based routes are not required.

B- To achieve HTTP content routing, you must chain policies: the first policy accepts all traffic, and forwards requests for web app A to

the virtual server for policy A. It also forwards requests for web app B to the virtual server for policy B. Policy A and Policy B apply their

app-specific protection profiles, and then distribute that app's traffic among all members of the server farm.

C- You must put the single web server into a server pool in order to use it with HTTP content routing.

D- The server policy applies the same protection profile to all its protected web apps.

Answer: 
B

Question 4
Question Type: MultipleChoice

How does your FortiWeb configuration differ if the FortiWeb is upstream of the SNAT device instead of downstream of the SNAT device?



Options: 
A- You must enable the ''Use'' X-Forwarded-For: option.

B- FortiWeb must be set for Transparent Mode

C- No special configuration required

D- You must enable ''Add'' X-Forwarded-For: instead of the ''Use'' X-Forwarded-For: option.

Answer: 
D

Question 5
Question Type: MultipleChoice

When the FortiWeb is configured in Reverse Proxy mode and the FortiGate is configured as an SNAT device, what IP address will the

FortiGate's Real Server configuration point at?

Options: 
A- Virtual Server IP on the FortiGate



B- Server's real IP

C- FortiWeb's real IP

D- IP Address of the Virtual Server on the FortiWeb

Answer: 
A

Question 6
Question Type: MultipleChoice

How does offloading compression to FortiWeb benefit your network?

Options: 
A- free up resources on the database server

B- Free up resources on the web server

C- reduces file size on the client's storage

D- free up resources on the FortiGate



Answer: 
B

Question 7
Question Type: MultipleChoice

You are deploying FortiWeb 6.4 in an Amazon Web Services cloud. Which 2 lines of this initial setup via CLI are incorrect? (Choose two.)

Options: 



A- 6

B- 9

C- 3

D- 2

Answer: 
A, C
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