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Question 1
Question Type: MultipleChoice

Which variable will display the client's source IP address when added to an HTML Error Object page?

Options: 
A- $<CUENTIP.SRC>

B- ${CUENT.IPSRC}

C- $(CLIENT.1P.SRC)

D- $[CLIENT.IP.SRC]

Answer: 
B

Question 2
Question Type: MultipleChoice



Scenario: A Citrix Engineer is reviewing the log files for a protected application. The engineer discovers a lot of errors pertaining to

invalid data being supplied by

users.

Which protection can the engineer implement at the Citrix Web App Firewall to reduce these errors?

Options: 
A- Field Format

B- Cross-Site Request Forgeries (CSRF)

C- Form Field Consistency

D- HTML SQL Injection

Answer: 
C

Question 3
Question Type: MultipleChoice



Scenario: A Citrix Engineer notices that a web page takes a long time to display. Upon further investigation, the engineer determines that

the requested page is referencing 48 other elements for download.

Which Front End Optimization technique can the engineer enable on the Citrix ADC to improve time-to-display?

Options: 
A- Shrink to Attributes

B- Remove comments from HTML

C- Domain Sharding

D- Move to Head Tag

Answer: 
A

Question 4
Question Type: MultipleChoice



Scenario: During application troubleshooting, a Citrix Engineer notices that response traffic received from a protected web application is

NOT matching what the web server is sending out. The auditor is concerned that Man-In-The-Middle attack is in progress.

Which action is the Citrix Web App Firewall performing that would trigger this false positive?

Options: 
A- Removing the Last-Modified header

B- Inserting a hidden form field

C- Removing the Accept-Encoding header

D- Modifying and adding cookies in the response

Answer: 
D

Question 5
Question Type: MultipleChoice



A Citrix Engineer observes that the servers hosting a critical application are crashing on a regular basis. Which protection could the

engineer implement on a Citrix Web App Firewall in front of the application?

Options: 
A- Buffer Overflow Check

B- HTML Cross-Site Scripting (XSS)

C- Start URL

D- HTML SQL Injection

Answer: 
A

Question 6
Question Type: MultipleChoice

Scenario: A Web Application Developer asked a Citrix Engineer to implement Citrix Web App Firewall protections. To provide

consistency in branding, the developer asked that the web server provide a custom message when a violation occurs. Which profile

setting does the engineer need to configure to provide the custom message?



Options: 
A- Redirect URL

B- HTML Error Object

C- RFC Profile

D- Content Type Default Response

Answer: 
B

Question 7
Question Type: MultipleChoice

Scenario: A Citrix Engineer reviewed the log files of a web application and found the error message below: "Unable to complete request

Unrecognized field cext2_price>" Which protection can the engineer implement to prevent this error from happening?

Options: 



A- Form Field Consistency

B- Cross-Site Request Forgeries (CSRF)

C- HTML SQL Injection

D- HTML Cross-Site Scripting (XSS)

Answer: 
A

Question 8
Question Type: MultipleChoice

Which security model should a Citrix Engineer implement to ensure that only appropriate traffic that matches the expected application

behavior is permitted to pass through to the web application?

Options: 
A- Dynamic

B- Hybrid



C- Positive

D- Negative

Answer: 
C

Question 9
Question Type: MultipleChoice

Scenario: A Citrix Engineer wants to protect a web application using Citrix Web App Firewall. After the Web App Firewall policy is bound

to the virtual server, the engineer notices that Citrix Web App Firewall is NOT blocking bad requests from clients. Which tool can help the

engineer view the traffic that is passing to and from the client?

Options: 
A- nstrace

B- nsconmsg

C- syslog



D- aaad.debug

Answer: 
A

Question 10
Question Type: MultipleChoice

Scenario: A Citrix Engineer notices that a web page takes a long time to display. Upon further investigation, the engineer determines that

the requested page is referencing 48 other elements for download.

Which Front End Optimization technique can the engineer enable on the Citrix ADC to improve time-to-display?

Options: 
A- Shrink to Attributes

B- Remove comments from HTML

C- Domain Sharding

D- Move to Head Tag



Answer: 
A

Question 11
Question Type: MultipleChoice

Which Application-level Quality of Experience (AppQoE) Action setting modifies the communication characteristics of the connections

established with the associated web application?

Options: 
A- Priority

B- TCP Profile

C- Action Type

D- DOS Action

Answer: 
C



Question 12
Question Type: MultipleChoice

Scenario: A Citrix Engineer is reviewing the log files for a protected application. The engineer discovers a lot of errors pertaining to

invalid data being supplied by

users.

Which protection can the engineer implement at the Citrix Web App Firewall to reduce these errors?

Options: 
A- Field Format

B- Cross-Site Request Forgeries (CSRF)

C- Form Field Consistency

D- HTML SQL Injection

Answer: 
C



To Get Premium Files for 1Y0-341 Visit
https://www.p2pexams.com/products/1y0-341

For More Free Questions Visit
https://www.p2pexams.com/citrix/pdf/1y0-341

https://www.p2pexams.com/products/1Y0-341
https://www.p2pexams.com/citrix/pdf/1y0-341

