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Question 1
Question Type: MultipleChoice

Which of the following measures can an organization implement to establish regulatory compliance intelligence? (Choose all that apply.)

Options: 
A- Establish a process that keeps a track of applicable legal and regulatory changes

B- Identify the liabilities imposed by the regulations with respect to specific data elements

C- Ensure that a mechanism exists for quick and effective provisioning, de-provisioning and authorization of access to information or

systems which are exposed to data

D- Ensure that knowledge with respect to legal and regulatory compliances is managed effectively

Answer: 
A, B

Question 2
Question Type: MultipleChoice



Which of the following statement is incorrect?

Options: 
A- Privacy policy may be derived from outcomes of privacy impact assessment

B- Misuse of personal information available in public domain may be construed as a privacy violation

C- A privacy policy once framed cannot be changed before the specified review period

D- None of the Above

Answer: 
C

Question 3
Question Type: MultipleChoice

XYZ bank has recently decided to start offering online banking services. For doing so, the bank has outsourced its IT operations and

processes to various third parties. Acknowledging privacy concerns, bank has decided to implement a privacy program. Assuming you

have been tasked to deploy this framework for the bank, which of the following would most likely be your first step?



Options: 
A- Create an inventory of business processes that deal with personal information and identify the associated data element

B- Ensure that bank is equipped to test the relevance of each legal and compliance requirement in its environment

C- Assign privacy roles and responsibilities for process owners

D- None of the above

Answer: 
A

Question 4
Question Type: MultipleChoice

'Map the legal and compliance requirements to each data element that an organization is dealing with in all of its business processes,

enterprise and operational functions, and client relationships.' This an imperative of which DPF practice area?

Options: 
A- Visibility over Personal Information (VPI)



B- Privacy Organization and Relationship (POR)

C- Regulatory Compliance Intelligence (RCI)

D- Privacy Policy and Processes (PPP)

Answer: 
D

Question 5
Question Type: MultipleChoice

Following aspects can serve as inputs to a privacy organization for ensuring privacy protection:

I) Privacy related incidents detected/reported

II) Contractual obligations

III) Organization's exposure to personal information

IV) Regulatory requirements

Options: 



A- I, II and III

B- II and IV

C- I, II, III and IV

D- None of the above, as privacy and compliance protection mechanisms are evolved based only on organization's privacy policies and

procedures

Answer: 
C

Question 6
Question Type: MultipleChoice

Which of the following does the 'Privacy Strategy & Processes' layer in the DPF help accomplish? (Choose all that apply.)

Options: 
A- Visibility over Personal Information

B- Privacy Policy and Processes



C- Regulatory Compliance Intelligence

D- Information Usage and Access

E- Personal Information Security

Answer: 
A, B, D, E

Question 7
Question Type: MultipleChoice

What is the maximum compensation that can be imposed on an organization for negligence in implementing reasonable security

practices as defined in Section 43A of ITAA, 2008?

Options: 
A- Uncapped compensation

B- 5 crores

C- 15 crores or 4% of the global turnover



D- 5 lakhs

Answer: 
C

Question 8
Question Type: MultipleChoice

An organization is always a data controller for its _____________.

Options: 
A- Employees

B- Client

C- Supervisory authority

D- None of the above

Answer: 



A

Question 9
Question Type: MultipleChoice

With respect to privacy implementation, organizations should strive for which of the following:

Options: 
A- Meaningful compliance

B- Demonstrable accountability

C- Checklist based exercise

D- None of the above

Answer: 
A

Question 10



Question Type: MultipleChoice

''Data which cannot be attributed to a particular data subject without use of additional information.'' Which of the following best describes

the above statement?

Options: 
A- Anonymized Data

B- Metadata

C- Pseudonymized Data

D- None of the above

Answer: 
C

Question 11
Question Type: MultipleChoice



Section 43A of the Information Technology (Amendment) Act, 2008 holds____________ accountable for having reasonable security

practices and procedures in place to protection sensitive personal data.

Options: 
A- Government

B- Body corporates

C- Government and body corporates alike

D- None of the above

Answer: 
C
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