
Free Questions for 3V0-752 by dumpshq

Shared by Cortez on 29-01-2024

For More Free Questions and Preparation Resources

Check the Links on Last Page



Question 1
Question Type: MultipleChoice

An architect for Company A is working on implementing a VMware Horizon solution.

* Company A will be acquiring Company B in the coming months.

* Company B has an existing Active Directory structure and there are NO plans to move those users over to Company A's Active

Directory structure

* However, users from Company B need to be able to use VDI desktops running in Company A.

Which step could the architect take to meet requirements?

Options: 
A- Use vdmadmin --T command to assign Administrator access.

B- Create a one-way or two-way forest trust relationship.

C- Create a new AD user account for Company B.

D- Set up a VMware Connection Server in Company B Domain.

Answer: 



B

Question 2
Question Type: MultipleChoice

A customer wants to deploy VMware Horizon View to support virtual desktops hosted in two different physical locations and wants users

to connect to the location nearest them to start a session.

Which three steps must be completed to enable this functionality? (Choose three.)

Options: 
A- Initialize Microsoft DFS.

B- Configure Global Entitlements.

C- Configure two View Pods.

D- Configure one View Pod spanning two sites.

E- Configure two event logging databases.

F- Initialize the Cloud-Pod Federation.



Answer: 
B, C, F

Question 3
Question Type: MultipleChoice

A customer is planning on implementing Horizon View. Security is a major concern. Only corporate managed Windows laptops should

be able to access the Horizon environment from the Internet.

Which solution should be implemented to support the requirement?

Options: 
A- Deploy NSX. Use NSX feature to validate client's MAC addresses and only allow registered clients.

B- Deploy VMware Identity Manager. Configure it to require RSA SecureID. Only install the RSA SecureID soft token software on

managed devices. Configure Horizon to allow SAML.

C- Deploy View Security Server. Configure it to only allow domain joined computers accessing Horizon.

D- Deploy Unified Access Gateway. Configure it to require a device client certificate and to use pass-through authentication for Horizon.

Distribute certificates to managed devices.



Answer: 
D

Question 4
Question Type: MultipleChoice

A company's IT team wants to provide multiple Microsoft Office suite applications to end users without incurring any Windows desktop

operating system licensing fees.

They also want each end users' Microsoft Office suite application customization settings and configuration changes preserved and

restored when the end user logs off and logs back in.

Which two VMware technologies must they deploy to meet the requirements? (Choose two.)

Options: 
A- VMware Identity Manager

B- VMware Horizon Enrollment Server

C- VMware Horizon application pools

D- VMware User Environment Manager



E- VMware App Volumes Writable volumes

Answer: 
C, D

Question 5
Question Type: MultipleChoice

Which protocol set is used to access physical workstations with high-end 3D graphics cards?

Options: 
A- Blast Extreme, PCoIP, RDP, RGS

B- Blast Extreme, PCoIP, RDP

C- Blast Extreme, PCoIP

D- Blast Extreme, PCoIP, RGS

References:



Answer: 
C

Question 6
Question Type: MultipleChoice

An architect is asked to analyze poor performance on a Horizon VDI environment and provide recommendations on how to improve the

user experience.

The architect documents:

* An ESXi cluster of 4 nodes using vSAN

* Each node has 128GB of RAM, four 500GB 10K HDD, one 200GB SSD

* Each desktop is configured with 4GB of RAM and 2vCPUs

* Each desktop has a working set of 20 GB

* The environment peaks at 150 concurrent desktops in use

What action can the architect recommend?



Options: 
A- Add three additional 200GB SSD drives to each of the ESXi hosts.

B- Add an additional 200GB SSD to each of the ESXi hosts.

C- Reserve all RAM assigned to the virtual desktops.

D- Increase the RAM assigned to the virtual desktops.

Answer: 
D

Question 7
Question Type: MultipleChoice

A company is proposing:

* All external network users will access their desktop using BLAST protocol. No other protocol will be used.

* Device will NOT be allowed to be attached to PCs while users are outside of the internal network.

* VMware Unified Access Gateways will be deployed behind a secure network and strict security requirements implemented.

A consultant was brought in to determine backend firewall port requirements to support the proposal.



What are the minimum required firewall rules between the Unified Access Gateway appliance and back end components?

Options: 
A- Unified Access Gateway Appliance to View Connection Server or Load balancer on port 443Unified Access Gateway Appliance to

Remote Desktop on port 8443

B- Unified Access Gateway Appliance to View Connection Server or Load balancer on port 443Unified Access Gateway Appliance to

Remote Desktop on port 22443Unified Access Gateway Appliance to Remote Desktop on port 32111

C- Unified Access Gateway Appliance to View Connection Server or Load balancer on port 80Unified Access Gateway Appliance to

View Connection Server or Load balancer on port 443Unified Access Gateway Appliance to Remote Desktop on port 8443

D- Unified Access Gateway Appliance to View Connection Server or Load balancer on port 443Unified Access Gateway Appliance to

Remote Desktop on port 22443

Answer: 
B

Question 8
Question Type: DragDrop



Match the customer issue with a VMware Horizon View solution.

Answer: 

Question 9
Question Type: MultipleChoice

A company has decided to implement Workspace One on premise.

* Workspace One portal will be used by end users to simplify access to web, mobile and Windows based applications.

* As part of the solution, the company is planning on using Horizon 7 Application Publishing.

* Published Applications will be used for applications frequently used by mobile users.

During a proof of concept (POC), users noted that it was too cumbersome to enter Active Directory username and password and RSA

SecureID using mobile devices.

The Chief Security Officer (CSO) stated:

* Multi-factor is a requirement for a subset of the applications.



* End-users must have as seamless as possible authentication using mobile devices.

Which solution can satisfy the CSO's requirements?

Options: 
A- Implement VMware Identity Manager with Mobile SSO. Configure Access Policies to require RSA SecureID authentication for the

subset of applications and implement TrueSSO in Horizon.

B- Implement VMware Identity Manager with VMware Verify for easy authentication. Since VMware Verify offers two factors no extra

access policies is needed.

C- Implement VMware Identity Manager with Mobile SSO. Configure Access Policies to require VMware Verify authentication for the

subset of applications and implement TrueSSO in Horizon.

D- Implement VMware Identity Manager with SSO. Configure Access Policies to require VMware Verify authentication for the subset of

applications.

Answer: 
C
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