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Question 1
Question Type: MultipleChoice

To get useful reporting regarding the most vulnerable CI's, which statement applies?

Options: 
A- You must purchase a separate PA module.

B- Your CI population must be huge.

C- You must have good KPi's defined.

D- Your CMDB must be up to date and useful.

Answer: 
B

Question 2
Question Type: MultipleChoice



Managers should have access to which role-based data access and visualizations? Choose 3 answers

Options: 
A- Aggregations for priority and workload

B- Time period views

C- Up-to-the-minute views

D- Drill-down to granularity

Answer: 
D

Question 3
Question Type: MultipleChoice

What role Is required to view the Vulnerability Overview Dashboard?



Options: 
A- sn_vuI.vulnerability.read

B- sn_vuI.manager

C- sn_vul.ciso

D- sn_vul.vulnerability.wnte

Answer: 
A

Question 4
Question Type: MultipleChoice

To ensure that Vulnerabilities are processed correctly, you can define a Service Level Agreement (SLA) for Vulnerability Response. To

achieve this you would:

Options: 
A- Create a custom workflow to monitor the time between States



B- Log in as a system admin, and using the globally scoped baseline SLA Modules

C- Have the role of Vulnerability admin, but only in the Vulnerability Scope

D- Make sure you have at least the sn_vul.vulnerability_write role and using the baseline SLA Application Modules

Answer: 
B

Question 5
Question Type: MultipleChoice

Filter groups can be used In Vulnerability Response to group what type of vulnerability records?

Options: 
A- Vulnerability groups

B- Third Party Entries

C- Vulnerable Items

D- Vulnerable Software



Answer: 
C

Question 6
Question Type: MultipleChoice

Which of the following can NOT be used for building Vulnerability Groups?

Options: 
A- Vulnerability

B- Filter Groups

C- Condition Builder

D- Advanced Scripts

Answer: 
B



Question 7
Question Type: MultipleChoice

Where in the platform can you create Filter Groups?

Options: 
A- Vulnerability > Administration > Filter Groups

B- Vulnerability > Groups > Filter Groups

C- Security Operations > Administration > Filter Groups

D- Security Operations > Groups > Filter Groups

Answer: 
D

Question 8
Question Type: MultipleChoice



What system property allows for the auto creation of Vulnerability Groups based on the Vulnerable Item's Vulnerability?

Options: 
A- sn_vul.autocreate_vul_filter_group

B- sn_vul.autocreate_vul_approval_group

C- sn_vul.autocreate_vul_group_item

D- sn_vul.autocreate_vul_centric_group

Answer: 
A

Question 9
Question Type: MultipleChoice

Which of the following is the property that controls whether Vulnerability Groups are created by default based on Vulnerabilities in the

system?



Options: 
A- sn_vul.autocreate_vul_centric_group

B- sn_vul.autocreate_groups

C- sn_vul.autocreate_vul_grouping

D- sn_vul.create_default_vul_groups

Answer: 
C

Question 10
Question Type: MultipleChoice

In order to more easily manage large sets of Vulnerable Items, you would want to create:

Options: 
A- Vulnerability Groups



B- Script Includes

C- Filter Groups

D- Vulnerability Sets

Answer: 
B

Question 11
Question Type: MultipleChoice

Which of the following best describes a Vulnerability Group?

Options: 
A- Groups Vis using a Filter against Vulnerable Item Fields

B- A Filter defining a sub-set of Cls to be treated as a group

C- The User Group assigned to resolving the Vulnerable Item

D- Must have a corresponding filter group



Answer: 
D
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