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Question 1
Question Type: MultipleChoice

Which event will happen administrator uses an Application Override Policy?

Options: 
A- The application name assigned to the traffic by the security rule is written to the traffic log.

B- The Palo Alto Networks NGFW Steps App-ID processing at Layer 4.

C- Threat-ID processing time is decreased.

D- App-ID processing time is increased.

Answer: 
B

Question 2
Question Type: MultipleChoice



VPN traffic intended for an administrator's Palo Alto Networks NGfW is being maliciously intercepted and retransmitted by the

interceptor. When Creating a VPN tunnel, which protection profile cm be enabled to prevent this malicious behavior?

Options: 
A- zone Protection

B- Web Application

C- DoS Protection

D- Replay

Answer: 
A

Question 3
Question Type: MultipleChoice

Refer to the exhibit.



An administrator cannot see any of the Traffic logs from the Palo Alto Networks NGFW on Panorama. The configuration problem seems

to be on the firewall side. Where is the best place on the Palo Alto Networks NGFW to check whether the configuration is correct?

Options: 
A- Option



B- Option



C- Option



D- Option





Answer: 
D

Question 4
Question Type: MultipleChoice

A Company needs to preconfigured firewalls to be sent to remote sites with the least amount of preconfiguration. Once deployed, each

firewall must establish secure tunnels back to multiple regional data centers to include the future regional data centers.

Which VPN configuration would adapt to changes when deployed to Hie future site?

Options: 
A- preconfigured GlobalProtcet satellite

B- preconfigured GlobalProtcet client

C- preconfigured iPsec tunnels

D- preconfigured PPTP Tunnels

Answer: 



A

Question 5
Question Type: MultipleChoice

When is the content inspection performed in the packet flow process?

Options: 
A- after the SSL Proxy re-encrypts the packet

B- before the packet forwarding process

C- after the application has been identified

D- before session lookup

Answer: 
C

Question 6



Question Type: MultipleChoice

An administrator has created an SSL Decryption policy rule that decrypts SSL sessions on any port. Which log entry can the

administrator use to verify that sessions are being decrypted?

Options: 
A- Decryption tag

B- In the details of the Threat log entries

C- In the details of the Traffic log entries

D- Data filtering log

Answer: 
C
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