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Question 1
Question Type: MultipleChoice

Which of the following protocols cannot be encrypted by SSL VPN?

Options: 
A- HTTP

B- UDP

C- IP

D- PPP

Answer: 
D

Question 2
Question Type: MultipleChoice



Which of the following options is not a communication electronic evidence?

Options: 
A- Telephone recording

B- Chat history

C- Email

D- System log

Answer: 
A

Question 3
Question Type: MultipleChoice

Which of the following options is not a private network IP address?



Options: 
A- 192.168.254.254/16

B- 172.32.1.1/24

C- 10.32.254.254/24

D- 10.10.10.10/8

Answer: 
B

Question 4
Question Type: MultipleChoice

The IDS is usually installed on the switch to detect intrusion, and at the same time, it can avoid the single point of failure affecting the

normal operation of the network.

Options: 
A- True



B- False

Answer: 
A

Question 5
Question Type: MultipleChoice

Regarding the single sign-on supported by the firewall, which one of the following is not included?

Options: 
A- RADIUS.Single sign-on

B- ISM single sign-on

C- AD single sign-on

D- HWTACACS single sign-on

Answer: 



D

Question 6
Question Type: MultipleChoice

When an access user uses Client-InitiatedVPN to establish a tunnel with the LNS, how many PPP connections can a tunnel carry?

Options: 
A- 3

B- 1

C- 2

D- 4

Answer: 
B

Question 7



Question Type: MultipleChoice

The key used by DES encryption is bits, while the key used by 3DES encryption is bits.

Options: 
A- 56168

B- 64168

C- 64128

D- 56128

Answer: 
D

Question 8
Question Type: MultipleChoice

Information security prevention technologies include: data encryption, identity authentication, intrusion prevention and anti-virus, etc.



Options: 
A- True

B- False

Answer: 
A

Question 9
Question Type: MultipleChoice

Which of the following security measures does the monitor correspond to?

Options: 
A- Intrusion Detection System

B- Encrypted VPN

C- Access control system



D- Firewall

Answer: 
A

Question 10
Question Type: MultipleChoice

Which of the following options is not included in the processing method adopted by the firewall for the matched authentication data flow?

Options: 
A- Portali certification

B- Certification-free

C- WeChat authentication

D- not certified

Answer: 



D

Question 11
Question Type: MultipleChoice

Regarding the ServerMap table generated by NAT No-PAT, which of the following descriptions is correct

Options: 
A- The function of the Server Map generated by NAT No-PAT is equivalent to the security policy. That is, the packets matching the

Server Map table can pass through the firewall directly without matching the security policy.

B- There are two Server Maps generated by NAT No-PAT by default. One is a reverse Server Map table, which is mainly used for

address translation without additional configuration of NAT and security policies when external network users actively access the private

network users. to access.

C- The Server Map generated by NAT No-PAT is static, that is, after NAT No-PAT is configured, the Server Map table is automatically

generated and exists permanently.

D- There are two Server Maps generated by NAT No-PAT by default, one is a forward Server Map table

Answer: 
C
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