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Question 1
Question Type: MultipleChoice

Which type of profile must be applied to the Security policy rule to protect against buffer overflows illegal code execution and other

attempts to exploit system flaws''

Options: 
A) anti-spyware

B) URL filtering

C) vulnerability protection

D) file blocking

Answer: 
C

Question 2
Question Type: MultipleChoice



Employees are shown an application block page when they try to access YouTube. Which security policy is blocking the YouTube

application?

Image not found or type unknown

Options: 
A) intrazone-default

B) Deny Google

C) allowed-security services

D) interzone-default

Answer: 
D

Question 3
Question Type: MultipleChoice



In the example security policy shown, which two websites would be blocked? (Choose two.)

Image not found or type unknown

Options: 
A) LinkedIn

B) Facebook

C) YouTube

D) Amazon

Answer: 
A, B

Question 4
Question Type: DragDrop



Order the steps needed to create a new security zone with a Palo Alto Networks firewall.

Step 1 -- Select network tab

Step 2 -- Select zones from the list of available items

Step 3 -- Select Add

Step 4 -- Specify Zone Name

Step 5 -- Specify Zone Type

Step 6 -- Assign interfaces as needed

Image not found or type unknown

Image not found or type unknown

Image not found or type unknown

Image not found or type unknown

Image not found or type unknown

Image not found or type unknown

Image not found or type unknown

Answer: 

Question 5
Question Type: MultipleChoice

Exhibit:



Image not found or type unknown

Given the topology, which zone type should interface E1/1 be configured with?

Options: 
A) Tap

B) Tunnel

C) Virtual Wire

D) Layer3

Answer: 
A

Question 6
Question Type: MultipleChoice

Which option shows the attributes that are selectable when setting up application filters?



Options: 
A) Category, Subcategory, Technology, and Characteristic

B) Category, Subcategory, Technology, Risk, and Characteristic

C) Name, Category, Technology, Risk, and Characteristic

D) Category, Subcategory, Risk, Standard Ports, and Technology

Answer: 
B

Question 7
Question Type: MultipleChoice

Which type of profile must be applied to the Security policy rule to protect against buffer overflows illegal code execution and other

attempts to exploit system flaws''

Options: 



A) anti-spyware

B) URL filtering

C) vulnerability protection

D) file blocking

Answer: 
C
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