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Question 1
Question Type: MultipleChoice

An organization owns a fully functional multi-controller Aruba network with a Virtual Mobility Master (VMM) in VLAN20. They have asked

a network consultant to deploy a redundant MM on a different server. The solution must offer the lowest convergence time and require

no human interaction in case of failure.

The servers host other virtual machines and are connected to different switches that implement ACLs to protect them. The organization

grants the network consultant access to the servers only, and appoints a network administrator to assist with the deployment.

What must the network administrator do so the network consultant can successfully deploy the solution? (Choose two.)

Options: 
A- Allocate VLAN20 to the second server, and extend it throughout the switches, then reserve one IP address for the second MM and

another IP address for its gateway.

B- Allocate VLAN20 to the second server, and permit routing between them, then reserve one IP address for the second MM and

another IP address for its gateway.

C- Configure an ACL entry that permits IP protocol 50, UDP port 500, and multicast IP 224.0.0.18.

D- Allocate VLAN20 to the second server, and extend it throughout the switches, then reserve one IP address for the second MM and

another for the VIP.



E- Configure an ACL entry that permits UDP 500, TCP 4500, and multicast IP 224.0.0.5.

Answer: 
A, E

Question 2
Question Type: MultipleChoice

Refer to the exhibits.

Exhibit 1



Exhibit 2

Exhibit 3



Exhibit 4





A captive portal-based solution is deployed in a Mobility Master (MM) - Mobility Controller (MC) network. A wireless station connects to

the network and attempts the authentication process. The outputs are shown in the exhibits.

Which names correlate with the authentication and captive portal servers?

Options: 
A- ClearPass.23 is the authentication server, and cp.mycompany.com is the captive portal server.

B- ClearPass.23 is the authentication server, and MC2 is the captive portal server.

C- Internal database in MC2 is the authentication server, and cp.mycompany.com is the captive portal server.

D- cp.mycompany.com is the authentication server, and ClearPass.23 is the captive portal server.

Answer: 
A

Question 3
Question Type: MultipleChoice

Refer to the exhibit.







A 7008 Branch Office Controller (BOC) is deployed in a remote office behind a core router. This core does not support 802.1q

encapsulation. The Mobility Controller (MC) is the gateway for two tunneling mode SSIDs, as shown in the exhibit.

Which two different configuration options ensure that wireless users are able to reach the branch network through the router? (Choose

two.)

Options: 
A- Configure all ports of the BOC as access ports on the controller VLAN, and change the gateway of clients to the core router IP.

B- Configure the uplink of the BOC as an access port on the controller VLAN, and add static routes in the router for the SSID VLAN

subnets.

C- Configure the uplink of the BOC as a trunk port that permits the controller and the SSID VLANs. The controller VLAN must be native.

D- Configure the uplink of the BOC as an access port on the controller VLAN, and enable NAT for the SSID VLANs.

E- Configure the uplink of the BOC as a trunk port, tagging the controller and the SSOD VLANs, and enable NAT for the SSID VLANs.

Answer: 
B, E

Question 4
Question Type: Hotspot



A network administrator wants to receive a major alarm every time a controller or an Aruba switch goes down for either a local or an

upstream device failure. Which alarm definition must the network administrator create to accomplish this?



Answer: 

Question 5
Question Type: MultipleChoice

Refer to the exhibits.





A user reports slow response time to a network administrator and suggests that there might be a problem with the WLAN. The user's

phone supports 802.11ac in the 5 GHz band. The network administrator finds the user in the Mobility Master (MM) and reviews the



output shown in the exhibit.

What can the network administrator conclude after analyzing the data?

Options: 
A- The low SNR forces the client to back off to low MCs. therefore speed is low and retransmits are high.

B- Client health is poor, but SNR is fair. TX power must be increased in both the client and the AP.

C- Since SNR is good, then the high retransmit rate must be due a hidden node scenario or high interference.

D- High Successful frame count and high Max Speed is an indication of a healthy client. Connection will improve at anytime.

Answer: 
D

Question 6
Question Type: MultipleChoice

Refer to the exhibit.





A network administrator has created AAA profile for the corporate VAP. In addition to the regular Radius based authentication, the

administrator needs to be able to disconnect the users from either of the two servers that are part of the ''Radius'' server group.

What must the administrator do next in order to achieve this goal?

Options: 
A- Use the 'Radius' server group as the RADIUS Accounting Server Group in the AAA profile.

B- Create two new RFC 3576 servers and assign them as the RFC 3576 servers in the AAA profile.

C- Use the 'Radius' server group as both the Accounting Server Group and the RFC 3576 server in the AAA profile.

D- Use the 'Radius' server group as the RFC 3576 server in the AAA profile.

Answer: 
C

Question 7
Question Type: MultipleChoice

Refer to the exhibit.







An organization provides WiFi access through a corporate SSID with an Aruba Mobility Master (MM) - Mobility Controller (MC) network

that includes PEF functions. The organization wants to have a single firewall policy configured and applied to the employee role.

This policy must allow users to reach Web, FTP, and DNS services, as shown in the exhibit. Other services should be exclusive to other

roles. The client NICs should receive IP settings dynamically.

Which policy design meets the organization's requirements while minimizing the number of policy rules?





Options: 



A- Option A

B- Option B

C- Option C

D- Option D

Answer: 
C

Question 8
Question Type: MultipleChoice

Refer to the exhibit.



Based on the output shown in the exhibit, which wireless connection phase has just completed?

Options: 



A- L3 authentication and encryption

B- MAC Authentication and 4-way handshake

C- 802.11 enhanced open association

D- L2 authentication and encryption

Answer: 
A

Question 9
Question Type: MultipleChoice

Refer to the exhibit.



A network administrator deploys a Mobility Master (MM) - Mobility Controller (MC) network with Aps in different locations. Users in one of

the locations report that the WiFi network works fine for several hours, and then they are suddenly disconnected. This symptom may

happen at any time, up to three times every day, and lasts no more than two minutes.

After some research, the network administrator logs into the MM and reviews the output shown in the exhibit.

Based on this information, what is the most likely reason users get disconnected?

Options: 



A- Adaptive Radio Management is reacting to RF events.

B- AirMatch is applying a scheduled optimization solution.

C- Users in the 2.4 GHz band are being affected by high interference.

D- AirMatch is reacting to non-scheduled RF events.

Answer: 
C
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