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Question 1
Question Type: MultipleChoice

A network administrator is in charge of a Mobility Master (MM) -- Mobility Controller (MC) based network security. Recently the Air

Monitors detected a Rogue AP in the network and the administrator wants to enable ''Tarpit'' based wireless containment.

What profile must the administrator enable ''tarpit'' wireless containment on?

Options: 
A) IDS Unauthorized device profile

B) IDS profile

C) IDS General profile

D) IDS DOS profile

Answer: 
A

Question 2



Question Type: MultipleChoice

Refer to the exhibits.







A network administrator has fully deployed a WPA3 based WLAN with 802.1X authentication. Later he defined corp-employee as the

default user-role for the 802.1X authentication method in the aaa profile. When testing the setup he realizes the client gets the ''guest''

role.

What is the reason ''corp-employee'' user role was not assigned?

Options: 
A) The administrator forgot to map a dotlx profile to the corp-employee aaa profile.

B) The administrator forgot to enable PEFNG feature set on the Mobility Master.

C) MC 1 has not received the configuration from the mobility master yet.

D) The Mobility Master lacks MM-VA licenses; therefore, it shares partial configuration only.

Answer: 
C

Question 3
Question Type: MultipleChoice



A network administrator has deployed an Airwave Management Platform (AMP) server and integrated it with a Mobility Master (MM) --

Mobility Controller (MC) based WLAN. The AMP server already has all Aruba Mobility devices including Access Points (APs) in the ''UP''

devices list.

What are two actions the administrator can execute upon the APs under ''Airwave>Devices>Monitor''? (Choose two.)

Options: 
A) Open the WebUI of the MC where the AP terminates.

B) Re-provision the Access Point.

C) Disable and change the mode of the AP's radios.

D) Invoke MC's show commands for that Access Point.

E) Run Spectrum Analysis locally.

Answer: 
D, E

Question 4
Question Type: MultipleChoice



Refer to the exhibits.







A network administrator has fully deployed a WPA3 based WLAN with 802.1X authentication. Later he defined corp-employee as the

default user-role for the 802.1X authentication method in the aaa profile. When testing the setup he realizes the client gets the ''guest''

role.

What is the reason ''corp-employee'' user role was not assigned?

Options: 
A) The administrator forgot to map a dotlx profile to the corp-employee aaa profile.

B) The administrator forgot to enable PEFNG feature set on the Mobility Master.

C) MC 1 has not received the configuration from the mobility master yet.

D) The Mobility Master lacks MM-VA licenses; therefore, it shares partial configuration only.

Answer: 
C

Question 5
Question Type: MultipleChoice



A network administrator has deployed an Airwave Management Platform (AMP) server and integrated it with a Mobility Master (MM) --

Mobility Controller (MC) based WLAN. The AMP server already has all Aruba Mobility devices including Access Points (APs) in the ''UP''

devices list.

What are two actions the administrator can execute upon the APs under ''Airwave>Devices>Monitor''? (Choose two.)

Options: 
A) Open the WebUI of the MC where the AP terminates.

B) Re-provision the Access Point.

C) Disable and change the mode of the AP's radios.

D) Invoke MC's show commands for that Access Point.

E) Run Spectrum Analysis locally.

Answer: 
D, E

Question 6
Question Type: MultipleChoice



A network administrator is in charge of a Mobility Master (MM) -- Mobility Controller (MC) based network security. Recently the Air

Monitors detected a Rogue AP in the network and the administrator wants to enable ''Tarpit'' based wireless containment.

What profile must the administrator enable ''tarpit'' wireless containment on?

Options: 
A) IDS Unauthorized device profile

B) IDS profile

C) IDS General profile

D) IDS DOS profile

Answer: 
A
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