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Question 1
Question Type: MultipleChoice

In the campus network, employees can use 802.1X, Portal,MAC Address or SACG Way to access. Use different access methods

according to different needs to achieve the purpose of user access control.

Options: 
A- True

B- False

Answer: 
A

Question 2
Question Type: MultipleChoice

The AD/LDAP account can be synchronized to the Agile Controller-Campus or not to the Agile Controller-Campus. Synchronize.



The Agile Controller-Campus can only be authorized by user group. If it is not synchronized to the Agile Controller-Campus, it can be

fine-tuned based on the account.

Authorization

Options: 
A- True

B- False

Answer: 
B

Question 3
Question Type: MultipleChoice

If the self-determined meter function is enabled on the Agile Controller-Campus and the account PMAC address is bound, Within a

period of time, the number of incorrect cipher input by the end user during authentication exceeds the limit. Which of the following

descriptions is correct? (multiple choice)



Options: 
A- When the account number is reserved, only the sword type number cannot be authenticated on the bound terminal device, and it can

be authenticated normally on other terminal devices.

B- The account is locked on all terminal devices and cannot be recognized.

C- If you want to lock out the account, the administrator can only delete the account from the list.

D- After the lock time, the account will be automatically unlocked

Answer: 
A, D

Question 4
Question Type: MultipleChoice

Regarding the policy for checking account security, which of the following descriptions are correct? (Multiple choice)

Options: 
A- You can check whether there is a weak password.



B- You can check whether the account has joined a specific group.

C- It cannot be repaired automatically._

D- It is not possible to check whether the password length meets the requirements.

Answer: 
A, B

Question 5
Question Type: MultipleChoice

Deployed by an enterprise network managerAgile Controller-Campus withSACG Later;Identity authentication is successful but cannot

access the post-authentication domain, This phenomenon may be caused by any reason? (Multiple choice)

Options: 
A- A serious violation will prohibit access to the post-authentication domain.

B- The access control list of the post-authentication domain has not been delivered SACG.

C- ALC The number of rules issued is too many, and a lot of time is required to match, causing interruption of access services.



D- Agile Controller-Campus Wrong post-authentication domain resources are configured on the server.

Answer: 
A, B, D

Question 6
Question Type: MultipleChoice

The AD/LDAP account can be synchronized to the Agile Controller-Campus or not to the Agile Controller-Campus. Synchronize.

The Agile Controller-Campus can only be authorized by user group. If it is not synchronized to the Agile Controller-Campus, it can be

fine-tuned based on the account.

Authorization

Options: 
A- True

B- False



Answer: 
B

Question 7
Question Type: MultipleChoice

In the campus network, employees can use 802.1X, Portal,MAC Address or SACG Way to access. Use different access methods

according to different needs to achieve the purpose of user access control.

Options: 
A- True

B- False

Answer: 
A

Question 8



Question Type: MultipleChoice

Regarding the policy for checking account security, which of the following descriptions are correct? (Multiple choice)

Options: 
A- You can check whether there is a weak password.

B- You can check whether the account has joined a specific group.

C- It cannot be repaired automatically._

D- It is not possible to check whether the password length meets the requirements.

Answer: 
A, B

Question 9
Question Type: MultipleChoice

Deployed by an enterprise network managerAgile Controller-Campus withSACG Later;Identity authentication is successful but cannot

access the post-authentication domain, This phenomenon may be caused by any reason? (Multiple choice)



Options: 
A- A serious violation will prohibit access to the post-authentication domain.

B- The access control list of the post-authentication domain has not been delivered SACG.

C- ALC The number of rules issued is too many, and a lot of time is required to match, causing interruption of access services.

D- Agile Controller-Campus Wrong post-authentication domain resources are configured on the server.

Answer: 
A, B, D

Question 10
Question Type: MultipleChoice

If the self-determined meter function is enabled on the Agile Controller-Campus and the account PMAC address is bound, Within a

period of time, the number of incorrect cipher input by the end user during authentication exceeds the limit. Which of the following

descriptions is correct? (multiple choice)



Options: 
A- When the account number is reserved, only the sword type number cannot be authenticated on the bound terminal device, and it can

be authenticated normally on other terminal devices.

B- The account is locked on all terminal devices and cannot be recognized.

C- If you want to lock out the account, the administrator can only delete the account from the list.

D- After the lock time, the account will be automatically unlocked

Answer: 
A, D
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