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Question 1
Question Type: MultipleChoice

You have a hybrid deployment of Azure AD that contains 50 Windows 10 devices. All the devices are enrolled in Microsoft Intune.

You discover that Group Policy settings override the settings configured in Microsoft Intune policies.

You need to ensure that the settings configured in Microsoft Intune override the Group Policy settings.

What should you do?

Options: 
A- From Group Policy Management Editor, configure the Computer Configuration settings in the Default Domain Policy.

B- From the Microsoft Intune admin center, create a custom device profile.

C- From the Microsoft Intune admin center, create an Administrative Templates device profile.

D- From Group Policy Management Editor, configure the User Configuration settings in the Default Domain Policy.

Answer: 
C



Question 2
Question Type: MultipleChoice

You have a Microsoft 365 subscription that includes Microsoft Intune.

You have an update ring named UpdateRingl that contains the following settings:

* Automatic update behavior: Auto install and restart at a scheduled time

* Automatic behavior frequency: First week of the month

* Scheduled install day: Tuesday

* Scheduled install time: 3 AM

From the Microsoft Intone admin center, you select Uninstall for the feature updates of UpdateRing1. When will devices start to remove

the feature updates?

Options: 
A- when a user approves the uninstall

B- as soon as the policy is received

C- next Tuesday



D- the first Tuesday of the next month

Answer: 
C

Question 3
Question Type: Hotspot

Your company has computers that run Windows 10 and are Microsoft Azure Active Directory (Azure AD)-joined.

The company purchases an Azure subscription.

You need to collect Windows events from the Windows 10 computers in Azure. The solution must enable you to create alerts based on

the collected events.

What should you create in Azure and what should you configure on the computers? To answer, select the appropriate options in the

answer area.

NOTE: Each correct selection is worth one point.



Answer: 

Explanation: 

https://docs.microsoft.com/en-us/azure/azure-monitor/platform/log-analytics-agent

Question 4
Question Type: Hotspot

You have a Microsoft 365 tenant that uses Microsoft Intune and contains the devices shown in the following table.

https://docs.microsoft.com/en-us/azure/azure-monitor/platform/log-analytics-agent


In Microsoft Intune Endpoint security, you need to configure a disk

encryption policy for each device.

Which encryption type should you use for each device, and which role-based access control (RBAQ

role in Intune should you use to manage the encryption keys? To answer, select the appropriate options m the

answer area.

NOTE: Each correct selection is worth one point.



Answer: 

Question 5
Question Type: MultipleChoice

You have a Microsoft Azure subscription that contains an Azure Log Analytics workspace.

You deploy a new computer named Computer1 that runs Windows 10. Computer1 is in a workgroup.

You need to ensure that you can use Log Analytics to query events from Computer1.

What should you do on Computer1?

Options: 
A- Join Azure AD.

B- Configure Windows Defender Firewall

C- Create an event subscription.

D- Install the Azure Monitor Agent.

Answer: 



D

Question 6
Question Type: MultipleChoice

You install a feature update on a computer that runs Windows 10.

How many days do you have to roll back the update?

Options: 
A- 5

B- 10

C- 14

D- 30

Answer: 
B



Question 7
Question Type: MultipleChoice

You have a Microsoft 365 subscription. All devices run Windows 10.

You need to prevent users from enrolling the devices in the Windows Insider Program.

What two configurations should you perform from the Microsoft Intune admin center? Each correct answer is a complete solution.

NOTE: Each correct selection is worth one point.

Options: 
A- a device restrictions device configuration profile

B- an app configuration policy

C- a Windows 10 and later security baseline

D- a custom device configuration profile

E- a Windows 10 and later update ring

Answer: 
A, E



Question 8
Question Type: Hotspot

You have a Microsoft 365 ES subscription that uses Microsoft Intune.

You have the apps shown in the following exhibit.





Answer: 

Question 9
Question Type: Hotspot

You have a Microsoft 365 subscription.

Users have iOS devices that are not enrolled in Microsoft 365 Device Management.

You create an app protection policy for the Microsoft Outlook app as shown in the exhibit. (Click the Exhibit tab.)



You need to configure the policy to meet the following requirements:



Prevent the users from using the Outlook app if the operating system version is less than 12.0.0.

Require the users to use an alphanumeric passcode to access the Outlook app.

What should you configure in an app protection policy for each requirement? To answer, select the appropriate options in the answer

area.

NOTE: Each correct selection is worth one point.

Answer: 

Explanation: 

https://docs.microsoft.com/en-us/intune/app-protection-policy-settings-ios

https://docs.microsoft.com/en-us/intune/app-protection-policy-settings-ios


Question 10
Question Type: Hotspot

You have groups that use the Dynamic Device membership type as shown in the following table.

You are deploying Microsoft 365 apps.

You have devices enrolled in Microsoft Intune as shown in the following table.

In the Microsoft Endpoint Manager admin center, you create a Microsoft 365 Apps app as shown in the exhibit. (Click the

Exhibit tab.)





For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Answer: 

Explanation: 

https://docs.microsoft.com/en-us/mem/intune/apps/apps-add-office365

https://docs.microsoft.com/en-us/mem/intune/apps/apps-deploy

https://docs.microsoft.com/en-us/mem/intune/apps/apps-add

https://docs.microsoft.com/en-us/mem/intune/apps/apps-add-office365
https://docs.microsoft.com/en-us/mem/intune/apps/apps-deploy
https://docs.microsoft.com/en-us/mem/intune/apps/apps-add


Question 11
Question Type: MultipleChoice

You have a Microsoft 365 subscription that contains 1.000 Windows 11 devices enrolled in Microsoft Intune. You plan to use Intune to

deploy an application named App1 that contains multiple installation files.

What should you do first?

Options: 
A- Prepare the contents of App1 by using the Microsoft Win32 Content Prep Tool.

B- Create an Android application package (APK).

C- Upload the contents of App1 to Intune.

D- Install the Microsoft Deployment Toolkit (MDT).

Answer: 
A
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