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Question 1
Question Type: MultipleChoice

In the Microsoft Teams admin center, you attempt to add an emergency address as shown in the following exhibit.



You need to validate the address.

What should you do?



Options: 
A- Specify the latitude and longitude of the location.

B- Provide The Emergency Location Identification Number (ELIN) associated with the emergency address.

C- Create an emergency call routing policy.

D- Create an emergency calling policy.

Answer: 
C

Question 2
Question Type: MultipleChoice

You have a Microsoft 365 E5 subscription that uses Teams.

Users report that they receive a notification in their Teams client to fill in a survey and send the results to Microsoft.

You need to use PowerShell to disable the notification.

Which PowerShell cmdlet should you run?



Options: 
A- New-CsTeamsMessagingPolicy

B- New-CsTeamsFeedbackPolicy

C- New-CsTeamsEventsPolicy

D- New-CsTeamsAppPermissionPolicy

Answer: 
D

Question 3
Question Type: DragDrop

You have a Microsoft 365 E5 subscription that uses Teams.

You need to implement a consistent team naming strategy that meets the following requirements:

* All team names must start with the department name of the user that created the team.

* All team names must be followed by the word Department.



How should you configure the group naming policy? To answer, drag the appropriate configurations to the correct requirements. Each

configuration may be used once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view

content.

NOTE: Each correct selection is worth one point.

Answer: 

Question 4
Question Type: MultipleChoice

You have a Microsoft 365 subscription that uses Teams.

You need to upload network IP subnet information to call analytics.

What should you configure?

Options: 



A- Reporting labels

B- Notification & alerts

C- Network topology

D- Voice application policies

Answer: 
B

Question 5
Question Type: Hotspot

You have a Microsoft 365 subscription that uses Teams and contains the users shown in the following table.

You have the messaging policies shown in the following table.



The messaging polices are assigned as shown in the following table.

For each of the following statements, select Yes if True. Otherwise select No.

NOTE: Each correct selection is worth one point.

Answer: 

Question 6
Question Type: Hotspot

Your company has the following departments:

* Marketing

* Information technology (IT)

The company uses Teams.

You need to recommend an access solution that meets the following requirements:



* The marketing department must collaborate with an external consultant by using a Microsoft PowerPoint presentation stored in the

General channel of a new team.

* The IT department must be able to communicate with external consultants by using a private Teams chat and Teams calls.

Which type of access should you recommend for each department? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Answer: 

Question 7
Question Type: MultipleChoice

You have a Microsoft 365 E3 subscription that contains 500 users. All the users have computers that run Windows 10 and are joined to

Azure AD.

Vou need to generate a report that identifies which documents the users copied from Microsoft Teams to USB devices.

What should you do first?



Options: 
A- Onboard the Windows 10 computers to Endpoint data loss prevention (Endpoint DLP).

B- Assign the Microsoft 365 ES compliance add-on to each user.

C- Create a custom data loss prevention (DLP) policy.

D- Assign the Enterprise Mobility + Security ES add-on to each user.

Answer: 
B

Explanation: 
According to the Microsoft documentation1, to generate a report that identifies which documents the users copied from Teams to USB

devices, you need to use advanced hunting on Microsoft Defender ATP.Advanced hunting lets you run queries to find threat activity

involving USB devices, such as mounting and unmounting of USB drives or copying of files2.

To use advanced hunting, you need to have one of the following roles:

Security administrator

Security reader

Security operator

https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-reporting-reference
https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-reporting-reference
https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-reporting-reference


Global administrator

The Groups Administrator role does not have access to advanced hunting or Microsoft Defender ATP.

Therefore, based on this information, the correct answer isB. Assign the Microsoft 365 E5 compliance add-on to each user.This add-on

includes Microsoft Defender ATP and allows you to use advanced hunting features3. Alternatively, you can request one of the roles that

have access to advanced hunting, such as Security administrator or Global administrator.

Question 8
Question Type: MultipleChoice

You are assigned the Groups Administrator role.

You discover that you cannot create an expiration policy in Microsoft 365.

You need to create the expiration policy. The solution must use the principle of least privilege.

What should you do first?

Options: 

https://support.microsoft.com/en-gb/office/move-or-copy-files-in-teams-f83ed547-359b-4fc8-bf5a-60467f53dd60
https://support.microsoft.com/en-gb/office/move-or-copy-files-in-teams-f83ed547-359b-4fc8-bf5a-60467f53dd60
https://support.microsoft.com/en-gb/office/move-or-copy-files-in-teams-f83ed547-359b-4fc8-bf5a-60467f53dd60


A- Modify the global (Org-wide default) app permission policy.

B- Request the Global Administrator role.

C- Upgrade the Azure AD license.

D- Purchase a Microsoft Defender for Identity license.

Answer: 
B

Explanation: 
According to the Microsoft documentation1, to create an expiration policy for Microsoft 365 groups, you need to have one of the following

roles:

Global administrator

Groups administrator

User administrator

The Groups Administrator role allows you to manage all aspects of Microsoft 365 groups, including their settings, classifications,

expiration policy, and naming policy2. However, this role does not allow you to create an expiration policy for Microsoft 365 groups.

Therefore, based on this information, the correct answer isB. Request the Global Administrator role.This role has the highest level of

permissions and can perform any administrative task in Microsoft 3653.Alternatively, you can request the User Administrator role, which

can also create an expiration policy for Microsoft 365 groups1.

https://learn.microsoft.com/en-us/microsoft-365/admin/manage/set-password-expiration-policy?view=o365-worldwide
https://learn.microsoft.com/en-us/microsoft-365/admin/manage/set-password-expiration-policy?view=o365-worldwide
https://learn.microsoft.com/en-us/azure/active-directory/enterprise-users/groups-lifecycle
https://learn.microsoft.com/en-us/azure/active-directory/enterprise-users/groups-lifecycle
https://support.microsoft.com/en-us/office/create-and-apply-information-management-policies-eb501fe9-2ef6-4150-945a-65a6451ee9e9
https://support.microsoft.com/en-us/office/create-and-apply-information-management-policies-eb501fe9-2ef6-4150-945a-65a6451ee9e9
https://support.microsoft.com/en-us/office/create-and-apply-information-management-policies-eb501fe9-2ef6-4150-945a-65a6451ee9e9


Question 9
Question Type: MultipleChoice

You have a Microsoft Office 365 subscription that contains a user named User1.

You need to ensure that User1 can view Usage reports in the Microsoft Teams admin center. The solution must use the principle of least

privilege.

Which role should you assign to User1?

Options: 
A- Global Administrator

B- Usage Summary Reports Reader

C- Helpdesk Administrator

D- Skype for Business administrator

Answer: 



B

Explanation: 
According to the Microsoft Teams documentation1, to access the usage reports in the Teams admin center, you must be assigned one

of the following roles:

Global administrator

Teams or Skype for Business administrator

Global reader (only tenant-level aggregate and no per-user or team data)

To learn more about Teams admin roles and which reports each admin role can access, see Use Teams administrator roles to manage

Teams2.

Therefore, based on this information, the correct answer isC. Teams Administrator. This role has the minimum privilege required to view

usage reports in the Teams admin center.

https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-usage-report
https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-usage-report
https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-reporting-reference
https://learn.microsoft.com/en-us/microsoftteams/teams-analytics-and-reports/teams-reporting-reference
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