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Question 1
Question Type: MultipleChoice

Which three script types can be analyzed in WildFire? (Choose three)

Options: 
A- PythonScript

B- MonoSenpt

C- JScript

D- PowerShell Script

E- VBScript

Answer: 
A, C, E

Question 2
Question Type: MultipleChoice



What will a Palo Alto Networks next-generation firewall (NGFW) do when it is unable to retrieve a DNS verdict from the DNS cloud

service in the configured lookup time?

Options: 
A- allow the request and all subsequent responses

B- temporarily disable the DNS Security function

C- block the query

D- discard the request and all subsequent responses

Answer: 
A

Question 3
Question Type: MultipleChoice

Which built-in feature of PAN-OS allows the NGFW administrator to create a policy that provides autoremediation for anomalous user

behavior and malicious activity while maintaining user visibility?



Options: 
A- Dynamic user groups (DUGS)

B- tagging groups

C- remote device User-ID groups

D- dynamic address groups (DAGs)

Answer: 
A

Question 4
Question Type: MultipleChoice

in which step of the Palo Alto Networks Five-Step Zero Trust Methodology would an organization's critical data, applications, assets, and

services (DAAS) be identified?

Options: 
A- Step 4. Create the Zero Trust policy.



B- Step 2: Map the transaction flows.

C- Step 3. Architect a Zero Trust network.

D- Step 1: Define the protect surface

Answer: 
D

Question 5
Question Type: MultipleChoice

The ability to prevent users from resolving internet protocol (IP) addresses to malicious, grayware, or newly registered domains is

provided by which Security service?

Options: 
A- WildFire

B- DNS Security

C- Threat Prevention



D- loT Security

Answer: 
B

Question 6
Question Type: MultipleChoice

Which Palo Alto Networks security component should an administrator use to and NGFW policies to remote users?

Options: 
A- Prisma SaaS API

B- Threat intelligence Cloud

C- GlobalProtect

D- Cortex XDR

Answer: 



C

Question 7
Question Type: MultipleChoice

Which two methods are used to check for Corporate Credential Submissions? (Choose two.)

Options: 
A- doman credentialiter

B- User-ID credential check

C- LDAP query

D- IP user mapping

Answer: 
A, B

Question 8



Question Type: MultipleChoice

A customer is designing a private data center to host their new web application along with a separate headquarters for users.

Which cloud-delivered security service (CDSS) would be recommended for the headquarters only?

Options: 
A- Threat Prevention

B- DNS Security

C- WildFire

D- Advanced URL Filtering (AURLF)

Answer: 
A
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