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Question 1
Question Type: MultipleChoice

Scenario: A Citrix Administrator would like to grant access to a Junior Citrix Administrator on the Citrix ADC.

The administrator would like to grant full access to everything except:

Shell

User configuration

Partition configuration

Which preexisting command policy would meet the needs of this scenario?

Options: 
A- Network

B- Operator

C- Sysadmin

D- Superuser



Answer: 
C

Explanation: 

user/user-usergroups-command-policies.html

Question 2
Question Type: MultipleChoice

Scenario: A Citrix Administrator suspects an attack on a load-balancing virtual server (IP address

192.168.100.25). The administrator needs to restrict access to this virtual server for 10 minutes.

Which access control list (ACL) will accomplish this?

Options: 
A- add ns acl rule1 DENY -destIP 192.168.100.25 -TTL 600000



B- add simpleacl rule1 DENY -srcIP 192.168.100.25 -TTL 600000

C- add ns acl rule1 DENY -destIP 192.168.100.25 -TTL 600

D- add simpleacl rule1 DENY -srcIP 192.168.100.25 -TTL 600

Answer: 
D

Question 3
Question Type: MultipleChoice

A Citrix Administrator needs to integrate an existing certification-based authentication policy into an existing

Citrix Gateway virtual server.

Which three steps can the administrator take to accomplish this? (Choose three.)

Options: 
A- Bind the existing CERT authentication policy to the Citrix Gateway virtual server.



B- Enable the two-factor option on the existing CERT authentication profile.

C- Enable client authentication on the SSL parameters of the virtual server.

D- Change the client certificate to mandatory on the SSL parameters of the virtual server.

E- Create a CERT authentication policy and bind it to the Citrix Gateway virtual server.

Answer: 
C, D, E

Explanation: 

cert-authentication/ng-client-cert-vserver-and-bind-tsk.html

Question 4
Question Type: MultipleChoice

Which Citrix ADC service monitor can a Citrix Administrator use to test the three-way handshake between the Citrix ADC and the

backend server?



Options: 
A- PING

B- UDP

C- LDAP

D- TCP

Answer: 
D

Question 5
Question Type: MultipleChoice

A Citrix Administrator needs to deploy a Citrix ADC between the servers and the client, with servers only allowed to reach the client

through the Citrix ADC.

In which mode should the administrator deploy the Citrix ADC?

Options: 



A- Inline

B- Direct server return

C- Transparent

D- One-arm

Answer: 
C

Question 6
Question Type: MultipleChoice

A Citrix ADC is connected with one network interface to the client network and another to the server network, ensuring that all traffic

flows through the appliance.

Which type of deployment is this?

Options: 
A- Direct server return



B- One-arm

C- Bridge mode

D- Two-arm

Answer: 
D

Question 7
Question Type: MultipleChoice

Scenario: A Citrix Administrator deployed a Citrix ADC in one-arm mode. Currently, the VLANs 20, 30, and 40

are tagged on the interface with the option of 'tagall'.

What is true regarding the VLANs, when 'tagall' is enabled on the interface?

Options: 
A- VLANS 1, 20, 30, 40, and HA packets are tagged on the interface.



B- VLANS 20, 30, and 40 are tagged on the interface.

C- VLANS 1, 20, 30, and 40 are tagged on the interface.

D- VLANS 20, 30, 40, and HA packets are tagged on the interface.

Answer: 
C

Question 8
Question Type: MultipleChoice

Scenario: While attempting to access a web server that is load-balanced by a Citrix ADC using HTTPS, a user receives the message

below:

SSL/TLS error: You have not chosen to trust ''Certificate Authority'' the issuer of the server's security certificate.

What can a Citrix Administrator do to prevent users from getting this message?

Options: 



A- Ensure that the server certificate is linked to its respective intermediate and root certificates.

B- Ensure that users have the server certificate installed.

C- Ensure that users have the certificate's private key.

D- Ensure that users have the certificate's public key.

Answer: 
A

Question 9
Question Type: MultipleChoice

Which profile can a Citrix Administrator create to configure a default profile that disables TLSv1?

Options: 
A- DTLS

B- TCP

C- HTTP



D- SSL

Answer: 
D
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